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Global Action on Cybercrime Extended (GLACY+)
Capacity Building

Mulitlateral Normative Aspect

Budapest Convention1st. Commission 3rd. Commission

OEWG 
Cibersecurity

AHC 
Cybercrime

Global Action on Cybercrime Enhanced (GLACY-e)

+ 2nd. Additional Protocol

Octopus Project



Capacity building principles

• Sustainable process, comprising specific activities by and for different actors
• Specific activities with a clear purpose and be result focused, while

supporting the shared objective of an open, secure, stable, accessible and
peaceful ICT environment.
• CCB activities should be evidence-based, politically neutral, transparent,

accountable
• CCB shall be undertaken with full respect of State sovereignty.

• Be tailored to specific needs and contexts
• CCB should be based on mutual trust



Challenges

• Duplication of efforts
• Waste of energies and resourses
• Targeting the right beneficiary country
• Shortage of experts
• Make the process sustainable



GFCE (Global Forum on Cyber Expertise)

• Established in the Hague in 2015
• Objectives:

- strenghtening capacity building
- improve coordination at regional level
- avoid duplications 

https://thegfce.org

• GFCE members (States)
• GFCE partners (organisations, NGO, companies)



• Working groups  

• a. Cyber Security Policy and Strategy
b. Cyber Incident Management and Critical Information Infrastructure
Protection
c. Cybercrime
d. Cyber Security Culture & Skills

• Cybil Portal

• Clearing house: process that facilitates matchmaking between actors
with cybersecurity needs, and actors that can offer capacity support

• Regional hubs
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SUB-REGIONAL HUBS:



• UN Women in International Security and Cyberspace Fellowhip for 
enhancing participation to the OEWG and AHC

• Supporting 35 fellows (until 2025)



The Council of Europe approach

“Protecting you 
and your rights 
in cyberspace”

1. Common standards: Budapest Convention 
on Cybercrime and related standards

2. Follow up and 
assessments:
Cybercrime Convention 
Committee (T-CY)

3. Capacity building:
C-PROC u Technical 
cooperation programmes



Global Action on Cybercrime Extended
GLACY+

• Joint project of the European Union and the Council of Europe 

• Project area: Multiple countries in Africa, Asia/Pacific and Latin America 

• Duration: 96 months (1 March 2016 – 28 February 2024) 

• Budget: EURO 18,890,000 

• Funding: Joint project of the European Union (Instrument Contributing to Peace and Stability) and the Council of Europe  

• Implementation: Cybercrime Programme Office (C-PROC) of the Council of Europe and INTERPOL 

• To strengthen the capacities of States worldwide to apply legislation on cybercrime and 
electronic evidence and enhance their abilities for effective international cooperation in 

this area



GLACY+, a Good Cyber Story
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GLACY+ in Dominican Republic

700+ 40+20+



Global Action on Cybercrime 
Enhanced (GLACY-e)

Duration 30 months (Aug 2023 – Jan 2026)

Budget EUR 5,556,000

Funding
Neighbourhood, Development and International Cooperation instrument – NDICI-Global 
Europe (2021 – 2027)

GLACY-e Hub 
Countries

4 Chile
4 Dominican Republic
4 Ghana
4 Senegal

4 Sri Lanka
4 Philippines
4 Mauritius
4 Tonga

Project Overview
Overall objective:
To strengthen the capacities of States worldwide to apply legislation on cybercrime and
electronic evidence, and to enhance their abilities for effective international cooperation in this
area and foster south-south cooperation.

CYBERCRIME LEGISLATION, POLICIES AND STRATEGIES

POLICE AUTHORITIES AND INVESTIGATION CAPACITIES

CRIMINAL JUSTICE AND INTERNATIONAL COOPERATION

ENHANCED ROLE OF HUB COUNTRIES IN CAPACITY BUILDING 

Global Action on Cybercrime Enhanced (GLACY-e)
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